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This Privacy Policy describes our policies and procedures on the collection, use, and disclosure 
of your information when you use the One Dollar OAuth service (the "Service") and explains 
your privacy rights and how the law protects you. 

We use your personal data to operate and improve the Service. By using the Service, you agree 
to the collection and use of information in accordance with this Privacy Policy. 

 

1. Interpretation and Definitions 

Company refers to the provider of One Dollar OAuth, referred to as "we", "us", or "our" in this 
Privacy Policy. 

Website refers to One Dollar OAuth, accessible from https://onedollaroauth.com 

You means the individual or entity using the Service. 

Other terms (Account, Device, Personal Data, Usage Data, Cookies, etc.) retain their standard 
meanings and are defined as in most privacy policies. 

 

2. Types of Data Collected 

Personal Data 
 We may collect information such as your email address when you register, interact with the 
Service, or connect through third-party services. 

Usage Data 
 Collected automatically and may include IP address, browser type, device information, time 
spent, and pages visited. 

Third-Party Login Data 
 If you use social login (Google, GitHub, etc.), we may access your name, email, and public 
profile, depending on the permissions you grant. 

Cookies and Tracking Technologies 
 We use both session and persistent cookies to improve your experience. You may disable 
cookies in your browser settings. 

 

https://onedollaroauth.com


3. Use of Your Data 

We may use your personal data to: 

● Operate and maintain the Service 
 

● Manage your user account 
 

● Provide updates, support, or important notifications 
 

● Improve our product through usage analytics 
 

● Inform you about services or promotions (you may opt out) 
 

● Comply with legal obligations 
 

 

4. Sharing of Your Data 

We may share your data: 

● With service providers for hosting, analytics, or communication 
 

● With affiliates under the same privacy terms 
 

● During a merger, acquisition, or business transfer 
 

● With your consent 
 

● If required by law or government request 
 

We never sell your personal information. 

 

5. Retention of Data 

We retain your data only as long as needed for the purposes outlined above. Usage data may 
be stored longer for security, diagnostics, or legal reasons. 

 



6. International Data Transfers 

Your data may be transferred and stored outside your country. We ensure such transfers comply 
with applicable data protection laws and maintain adequate safeguards. 

 

7. Your Rights 

You may: 

● Access, update, or delete your personal data via your account settings 
 

● Request data deletion by contacting us 
 

● Withdraw consent where applicable 
 

● Object to or restrict certain processing activities 
 

We may retain some data if required by law. 

 

8. Children’s Privacy 

We do not knowingly collect data from children under 13. If we learn we have done so, we will 
delete such data promptly. 

 

9. External Links 

Our Service may link to third-party sites. We are not responsible for their privacy practices and 
recommend reviewing their policies separately. 

 

10. Security 

We use reasonable security measures to protect your data, but no method of transmission is 
100% secure. You use the Service at your own risk. 

 



11. Changes to This Privacy Policy 

We may update this Privacy Policy. Any significant changes will be communicated by email or 
via a notice on our website. Please review it periodically. 

 

12. Contact Us 

If you have any questions about this Privacy Policy, contact us at: 
 📧 privacy@naptha.ai 
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